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P-CSCF stores call state information for the following reasons:

· Reduction of the size of messages transferred over the air interface (e.g. removal of Record-Route headers, Via headers, Route headers, etc.)

· Ability to force a session termination if mobile loses radio coverage.

· Generation of CDRs

· Possibly others, as well.

S-CSCF stores call state information for the following reasons:

· Ability to administratively force a hangup of a session in progress

· Generation of CDRs

· Possibly others, as well.

The current flows in TS 24.228 sections 8.1 and 8.2 show only the call state information stored in the P-CSCF in order to reduce the message size over the air interface.

It is proposed that TS 24.228 sections 8.1 and 8.2 be enhanced to show the additional call state information needed to be stored in P-CSCF and S-CSCF elements for the other functions identified in TS 23.228 and TS 24.228.  

Section 8.3 could also be extended to contain this information, but it would be redundant from 8.1 and 8.2, and therefore proposed not.

8.1.1

(MO#1a) Mobile origination, roaming, without I-CSCF in home network providing configuration independence

3.


INVITE (P-CSCF to S-CSCF) – see example in Table 8.1.1-3
P-CSCF remembers (from the registration procedure) the request routing for this UE.  This becomes a Route header in the request.  This next hop is the S-CSCF within the home network.  

P-CSCF rewrites the Contact header, with a locally defined value that identifies the UE.  P-CSCF adds itself to the Record-Route header, and adds a Via header.

P-CSCF#1 examines the media parameters, and removes any choices that the network operator decides based on local policy, not to allow on the network.

For this example, assume the network operator disallows H261 video encoding.

Editor’s Note:  Need to describe the procedures for a P-CSCF/S-CSCF to follow when it doesn’t understand a media line in the SDP.  It is clear that it should not remove such lines, as that destroys the ability to create new services; however the CSCF needs sufficient information about the unknown media stream to perform the authorization.

The INVITE request is forwarded to the S-CSCF.

Table 8.1.1-3: INVITE (P-CSCF to S-CSCF)

INVITE sip:scscf.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home1.net;user=phone

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited.net

Content-Type: 

Content-length:

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=video 3400 RTP/AVP 99

a=qos:mandatory sendrecv 

a=rtpmap:99:MPV

m=video 3402 RTP/AVP 99

a=qos:mandatory sendrecv

a=rtpmap:99:MPV 

m=audio 3456 RTP/AVP 97 96 0 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 3458 RTP/AVP 97 96 0 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

Request-URI: 
is the first component in the remembered Path header from Registration.  

Route: 
contains the remaining elements from the Path header from Registration, with the initial Request-URI (received from the UE) appended as the final component.

SDP
The SDP contains the restricted set of codecs allowed by the network operator.  The “m=” lines for the video media streams no longer list code 98 (H261).

P-CSCF stores the following state information about this session, for use in possible error recovery actions:

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq: 127 INVITE

Contact(original): sip:[5555::aaa:bbb:ccc:ddd]

Contact(modified): sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited.net

5.


Service Control
S-CSCF validates the service profile, and performs any origination service control required for this subscriber.

S-CSCF#1 examines the media parameters, and removes any choices that the subscriber does not have authority to request.

For this example, assume the subscriber is not allowed video.
S-CSCF stores the following state information about this session, for use in possible error recovery actions:

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq: 127 INVITE

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited.net

11.


183 Session Progress (P-CSCF to UE) – see example in Table 8.1.1-11
P-CSCF forwards the 183 Session Progress response to the originating endpoint.

Table 8.1.1-11: 183 Session Progress (P-CSCF to UE)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Media-Authorization: 0020000100100101706366312e78797a2e6e6574000c02013942563330373200

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:token1@pcscf1.visited.net

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=a=

a=

a=

a=

m=

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.  The saved value of the state information for this session is:

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq: 127 INVITE

Contact(original): sip:[5555::aaa:bbb:ccc:ddd]

Contact(modified): sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited.net

Route: sip:scscf.home.net, sip:scscf2.home.net,



sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Contact: 
a locally unique token to identify the saved routing information.  

Media-Authorization: a P-CSCF generated authorization token.  This particular example shows a Policy-Element generated by “pcf1.xyz.net” with credentials “9BV3072”. “00” at the end of the authorixation token  is required to pad to a multiple of 4 bytes.

35.


Service Control

S-CSCF performs whatever service control is appropriate for the completed call

S-CSCF stores the following state information about this session, for use in providing enhanced services or in possible error recovery actions:

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq(2dest): 127 INVITE

CSeq(2orig): none

Route(2dest): sip:scscf2.home.net,sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net
Route(2orig): sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited.net
8.1.2

(MO#1b) Mobile origination, roaming, with I-CSCF in home network providing configuration independence

3.


INVITE (P-CSCF to I-CSCF) – see example in Table 8.1.2-3

P-CSCF#1 examines the media parameters, and removes any choices that the network operator decides based on local policy, not to allow on the network.

For this example, assume the network operator disallows H261 video encoding.

The INVITE request is forwarded through this I-CSCF to the S-CSCF.

Table 8.1.2-3: INVITE (P-CSCF to I-CSCF)

INVITE sip:icscf.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:Token(scscf.home.net), sip:+1-212-555-2222@home.net;user=phone

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited.net

Content-Type: 

Content-length:

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 3400 RTP/AVP 99

a=qos:mandatory sendrecv 

a=rtpmap:99:MPV

m=video 3402 RTP/AVP 99

a=qos:mandatory sendrecv

a=rtpmap:99:MPV 

m=audio 3456 RTP/AVP 97 96 0 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 3458 RTP/AVP 97 96 0 15

a=qos:mandatory sendrecva=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

Route: 
P-CSCF remembers (from the registration procedure) the request routing for this UE.  This becomes a Route header in the request.  The initial Request-URI is appended to the Route header.

Contact: 
a locally defined value that identifies the UE.  

Request-URI:  
the first component in the remembered Path header from Registration.  

SDP
The SDP contains the restricted set of codecs allowed by the network operator.  The “m=” lines for the video media streams no longer list code 98 (H261).
P-CSCF stores the following state information about this session, for use in possible error recovery actions:

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq: 127 INVITE

Contact(original): sip:[5555::aaa:bbb:ccc:ddd]

Contact(modified): sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited.net

7.


Service Control

S-CSCF validates the service profile, and performs any origination service control required for this subscriber.

S-CSCF#1 examines the media parameters, and removes any choices that the subscriber does not have authority to request.

For this example, assume the subscriber is not allowed video.
S-CSCF stores the following state information about this session, for use in possible error recovery actions:

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq: 127 INVITE

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited.net

14.


183 Session Progress (P-CSCF to UE) – see example in Table 8.1.2-14

P-CSCF forwards the 183 Session Progress response to the originating endpoint

Table 8.1.2-14: 183 Session Progress (P-CSCF to UE)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Media-Authorization: 0020000100100101706366312e78797a2e6e6574000c02013942563330373200

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:token1@pcscf1.visited.net

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.  The saved value of the state information for this session is:

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq: 127 INVITE

Contact(original): sip:[5555::aaa:bbb:ccc:ddd]

Contact(modified): sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited.net

Route: sip:icscf.home.net, 



sip:Token(sip:scscf.home.net, sip:scscf2.home.net),



sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Contact:  
a locally unique token to identify the saved routing information.  

Media-Authorization: a P-CSCF generated authorization token.  This particular example shows a Policy-Element generated by “pcf1.xyz.net” with credentials “9BV3072”. “00” at the end of the authorixation token  is required to pad to a multiple of 4 bytes.

45.


Service Control

S-CSCF performs whatever service control is appropriate for the completed call
S-CSCF stores the following state information about this session, for use in providing enhanced services or in possible error recovery actions:

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq(2dest): 127 INVITE

CSeq(2orig): none

Route(2dest): sip:scscf2.home.net,sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Route(2orig): sip:icscf.home.net, sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited.net

8.1.3  
(MO#2) Mobile origination, located in home network

3.


INVITE (P-CSCF to S-CSCF) – see example in Table 8.1.3-3

P-CSCF remembers (from the registration procedure) the request routing for this UE.  This becomes a Route header in the request.  This next hop is the S-CSCF within the home network.  

P-CSCF rewrites the Contact header, with a locally defined value that identifies the UE.  P-CSCF adds itself to the Record-Route header, and adds a Via header.

P-CSCF#1 examines the media parameters, and removes any choices that the network operator decides based on local policy, not to allow on the network.

For this example, assume the network operator disallows H261 video encoding.

The INVITE request is forwarded to the S-CSCF.

Table 8.1.3-3: INVITE (P-CSCF to S-CSCF)

INVITE sip:scscf.home.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home1.net;user=phone

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.home.net

Content-Type: 

Content-length:

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=video 3400 RTP/AVP 99

a=qos:mandatory sendrecv 

a=rtpmap:99:MPV

m=video 3402 RTP/AVP 99

a=qos:mandatory sendrecv

a=rtpmap:99:MPV 

m=audio 3456 RTP/AVP 97 96 0 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 3458 RTP/AVP 97 96 0 15

a=qos:mandatory sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000 

Request-URI: 
the first component in the remembered Path header from Registration.  

Route: 
contains the remaining elements from the Path header from Registration, with the initial Request-URI (received from the UE) appended as the final component.

SDP
The SDP contains the restricted set of codecs allowed by the network operator.  The “m=” lines for the video media streams no longer list code 98 (H261).
P-CSCF stores the following state information about this session, for use in possible error recovery actions:

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq: 127 INVITE

Contact(original): sip:[5555::aaa:bbb:ccc:ddd]

Contact(modified): sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.home.net

5.


Service Control

S-CSCF validates the service profile, and performs any origination service control required for this subscriber.

S-CSCF#1 examines the media parameters, and removes any choices that the subscriber does not have authority to request.

For this example, assume the subscriber is not allowed video.
S-CSCF stores the following state information about this session, for use in possible error recovery actions:

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq: 127 INVITE

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.home.net

11.


183 Session Progress (P-CSCF to UE) – see example in Table 8.1.3-11

P-CSCF forwards the 183 Session Progress response to the originating endpoint.

Table 8.1.3-11: 183 Session Progress (P-CSCF to UE)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Media-Authorization: 0020000100100101706366312e78797a2e6e6574000c02013942563330373200

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:token1@pcscf1.home.net

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

a=

m=

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.  The saved value of the state information for this session is:

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq: 127 INVITE

Contact(original): sip:[5555::aaa:bbb:ccc:ddd]

Contact(modified): sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.home.net

Route: sip:scscf.home.net, sip:scscf2.home.net, 




sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Contact: 
a locally unique token to identify the saved routing information.  

Media-Authorization: a P-CSCF generated authorization token.  This particular example shows a Policy-Element generated by “pcf1.xyz.net” with credentials “9BV3072”. “00” at the end of the authorixation token  is required to pad to a multiple of 4 bytes.

35.


Service Control

S-CSCF performs whatever service control is appropriate for the completed call
S-CSCF stores the following state information about this session, for use in providing enhanced services or in possible error recovery actions:

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq(2dest): 127 INVITE

CSeq(2orig): none

Route(2dest): sip:scscf2.home.net,sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Route(2orig): sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.home.net

8.2.1
(MT#1a) Mobile termination, roaming, without I-CSCF in home network providing configuration independence

3.


Service Control

S-CSCF validates the service profile, and performs any termination service control required for this subscriber

S-CSCF examines the media parameters, and removes any choices that the destination subscriber does not have authority to request.

For this example, assume the destination subscriber is not allowed stereo, so only a single audio stream is permitted.
S-CSCF stores the following state information about this session, for use in providing enhanced services or in possible error recovery actions:

Request-URI: sip:+1-212-555-2222@home.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq(2dest): 127 INVITE
CSeq(2orig): none
Route(2orig): sip:scscf0.home.net, sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net
Route(2dest): sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.visited.net
6.


INVITE (P-CSCF to UE) – see example in Table 8.2.1-6

P-CSCF examines the media parameters, and removes any that the network operator decides, based on local policy, not to allow on the network.

For this example, assume the network operator does not allow 64 kb/s audio, so the PCMU codec is removed.

P-CSCF determines the UE address from the value of the Request-URI (which was previously returned by P-CSCF as a contact header value in the registration procedure), and forwards the INVITE request to the UE. 

Table 8.2.1-6: INVITE (P-CSCF to UE)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP pcscf.visited.net;branch=token1

Media-Authorization: 0020000100100101706366322e78797a2e6e6574000c020133315331343363231

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: token1@pcscf.visited.net

Content-Type: 

Content-length: 

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97 96 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 0 RTP/AVP 97 96 0 15

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.  The saved value of the state information for this session is:

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq(2dest): 127 INVITE
CSeq(2orig): none
Route(2dest): sip:[5555::eee:fff:aaa:bbb]
Route(2orig): sip:scscf.home.net, sip:scscf0.home.net,



sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Contact: 
a locally unique token to identify the saved routing information.  

Via:  
P-CSCF removes the Via headers, and generates a locally unique token to identify the saves values.  It inserts this as a branch value on its Via header.

Media-Authorization: a P-CSCF generated authorization token.  This particular example shows a Policy-Element generated by “pcf2.xyz.net” with credentials “31S14621”.

SDP
The SDP contains the restricted set of codecs allowed by the network operator.  The “m=” lines for the first audio stream no longer contains codec “0” (PCMU), which removes it from the negotiation.

8.2.2

(MT#1b) Mobile termination, roaming, with I-CSCF in home network providing configuration independence

3.


Service Control

S-CSCF validates the service profile, and performs any termination service control required for this subscriber

S-CSCF examines the media parameters, and removes any choices that the destination subscriber does not have authority to request.

For this example, assume the destination subscriber is not allowed stereo, so only a single audio stream is permitted.
S-CSCF stores the following state information about this session, for use in providing enhanced services or in possible error recovery actions:

Request-URI: sip:+1-212-555-2222@home.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq(2dest): 127 INVITE

CSeq(2orig): none

Route(2orig): sip:scscf0.home.net, sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Route(2dest): sip:icscf.home.net, sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.visited.net

8.


INVITE (P-CSCF to UE) – see example in Table 8.2.2-8

P-CSCF examines the media parameters, and removes any that the network operator decides, based on local policy, not to allow on the network.

For this example, assume the network operator does not allow 64 kb/s audio, so the PCMU codec is removed.

P-CSCF determines the UE address from the value of the Request-URI (which was previously returned by P-CSCF as a contact header value in the registration procedure), and forwards the INVITE request to the UE. 

Table 8.2.2-8: INVITE (P-CSCF to UE)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP pcscf.visited.net;branch=token1

Media-Authorization: 0020000100100101706366322e78797a2e6e6574000c020133315331343363231

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: token1@pcscf.visited.net

Content-Type: 

Content-length: 

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97 96 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 0 RTP/AVP 97 96 0 15

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.  The saved value of the state information for this session is:

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq(2dest): 127 INVITE

CSeq(2orig): none

Route(2dest): sip:[5555::eee:fff:aaa:bbb]

Route(2orig): sip:icscf.home.net, 



sip:Token(sip:scscf.home.net, sip:scscf0.home.net),



sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Contact: 
a locally unique token to identify the saved routing information.  

Via: 
P-CSCF removes the Via headers, and generates a locally unique token to identify the saves values.  It inserts this as a branch value on its Via header.

Media-Authorization: a P-CSCF generated authorization token.  This particular example shows a Policy-Element generated by “pcf2.xyz.net” with credentials “31S14621”.

SDP
The SDP contains the restricted set of codecs allowed by the network operator.  The “m=” lines for the first audio stream no longer contains codec “0” (PCMU), which removes it from the negotiation.

8.2.3  
(MT#2) Mobile termination, located in home network

3.


Service Control

S-CSCF validates the service profile, and performs any termination service control required for this subscriber

S-CSCF examines the media parameters, and removes any choices that the destination subscriber does not have authority to request.

For this example, assume the destination subscriber is not allowed stereo, so only a single audio stream is permitted.
S-CSCF stores the following state information about this session, for use in providing enhanced services or in possible error recovery actions:

Request-URI: sip:+1-212-555-2222@home.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq(2dest): 127 INVITE

CSeq(2orig): none

Route(2orig): sip:scscf0.home.net, sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Route(2dest): sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.visited.net

6.


INVITE (P-CSCF to UE) – see example in Table 8.2.3-6

P-CSCF examines the media parameters, and removes any that the network operator decides, based on local policy, not to allow on the network.

For this example, assume the network operator does not allow 64 kb/s audio, so the PCMU codec is removed.

P-CSCF determines the UE address from the value of the Request-URI (which was previously returned by P-CSCF as a contact header value in the registration procedure), and forwards the INVITE request to the UE.

Table 8.2.3-6: INVITE (P-CSCF to UE) 

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP pcscf.home.net;branch=token1

Media-Authorization: 0020000100100101706366322e78797a2e6e6574000c020133315331343363231

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: token1@pcscf.home.net

Content-Type: 

Content-length: 

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97 96 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 0 RTP/AVP 97 96 0 15

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.  The saved value of the state information for this session is:

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; 

tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq(2dest): 127 INVITE

CSeq(2orig): none

Route(2dest): sip:[5555::eee:fff:aaa:bbb]

Route(2orig): sip:scscf.home.net, sip:scscf0.home.net,



sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Contact: 
a locally unique token to identify the saved routing information.  

Via: 
P-CSCF removes the Via headers, and generates a locally unique token to identify the saves values.  It inserts this as a branch value on its Via header.

Media-Authorization: a P-CSCF generated authorization token.  This particular example shows a Policy-Element generated by “pcf2.xyz.net” with credentials “31S14621”.

SDP
The SDP contains the restricted set of codecs allowed by the network operator.  The “m=” lines for the first audio stream no longer contains codec “0” (PCMU), which removes it from the negotiation.

